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https://wiki.geant.org/display/gn42jra3/T3.1A+OpenID+Connect+Federation
mailto:oidcfed@lists.geant.org
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RP redirect the user to the OP’s 
authorization_endpoint

OP redirect the user to the RP’s redirect_uri
RP exchange theu code for an access_token 
at the token_endpoint (and authenticate…)

IIRP requests user claims at the OP’s 
userinfo_endpoint



The RP receives and consumes the OP 
metadata (provider configuration) that 
are self-asserted.

No trust anchor is provided.



The OP receives a client registration 
request from the RP. The information 
provided by the RP is self-asserted.

No trust anchor is provided.

The OP sends a client registration 
response to the RP, once again all 
the information is self-asserted. 

No trust anchor is provided.
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http://openid.net/specs/openid-connect-federation-1_0.html
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https://github.com/OpenIDC/fedoidc/blob/master/doc/howto/multifederation.md
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https://github.com/OpenIDC/fedoidc/blob/master/doc/profile/swamid.rst


 


