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Welcome and introduction - Niels van Dijk (Incubator)

Product presentations and demo’s
• 09:40 → 10:00 DAASI - Peter Gietz (DAASI)
• 10:00 → 10:20 SSH Certificates and Federated Identity - Freek Petersen (DeiC)
• 10:20 → 10:40 SSH-OIDC -  Diana Gudu, Marcus Hardt (KIT)

Break

• 10:50 → 11:10 Leveraging your federated identity to authorize SSH sessions - Martin van Es (SURF)
• 11:10 → 11:30 Moonshot - Alex Perez (JISC)
• 11:30 → 11:50 Questions and Discussion

Wrap Up & Follow-up



Wrap up & Follow up
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So, what’s next?
• Workshop 1: requirements and needs
• Workshop 2: product presentations and demo’s
• Work in progress (incubator team): Whitepaper

What would you like to see? What did we miss?
- Provisioning users in more detail
- File access on the local VM after federated login to SSH (KREST, others?)
- Re-engage with research communities who have the need
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